Team 5 Meeting 3 – 7th March 2017 – 13:00

Team Members Present: All

Topics Discussed:

- Plan – divide up pages to sort out work load, Login page as a group to understand process together

- Get feedback from Aidan for group work

- Login page requirements – 5 total

- Add unique identifier to test conditions, changing to format Login\_TCon\_(number counting up), also with test cases to format Login\_TCase\_(numbers counting up).

- Continue on from point 4.1.18. Filled in test condition that makes sure password matches requirements, priority high. Assumption is that the validation is displayed as the user inputs password

- Test case, ID filled, objective – check if a valid password of six characters is entered, data for password “Caolan”, validation messages are only displayed for incorrect user input.

- Type up opposite test condition, for Invalid password input. Test case (Remember that later on registration pages we will need to have cases of both 5 and 7 characters) data for invalid password “Brien”.

- On to test procedure for valid and invalid. Valid type in six character password, invalid type In 5 digit password.

-Continue on to point 4.1.19, test condition – reword requirement. Assume that visuals don’t need to be tested (i.e. links are present and we only test functionality)

- Test cases – only single test case pass or fail for each condition. Priority high, test procedure click on links for both procedures

- 4.1.20 assumption that the page refers to login page. Pre conditions including that 3 failed logins are attempted, procedure is to input the 4th and block Multiple test cases included for checking the blocked feature, i.e. check the user can’t login during block and then after.

Pages to be worked on:

Anto – Registration

Brendan – Home

Brien – About Page

Caolan – Contact Page

Cathal – Forgot Password

Niall – Schedule page

REMEMBER ORDER AND TABLE

Ashley – Receipt page

Alistair – Manage – Reset Password